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[bookmark: _94b4ket67fnr]BYOD Hiring Resources
Clearly communicate your BYOD policy—and the privacy benefits of Venn’s Blue Border™–to candidates during the hiring process.
Best Practices
Snippets
Job Requirement Snippets
Benefits Snippets
Candidate FAQs

[bookmark: _zb8lqiv8fbfg]Best Practices
Keep these best practices in mind when communicating your BYOD policy to candidates.
· Lead with privacy: Candidates often hesitate about BYOD because they worry about employer surveillance. Addressing privacy upfront removes that common objection.
· Reinforce throughout: Use consistent messaging from job posting to offer letter to onboarding—consistency is reassuring.
· Anticipate questions: Use the FAQ below and be ready to share resources about your secure workspace during the interview process (such as What is Venn? and the Venn Privacy and Data Collection Guide).
[bookmark: _a7bzftdqn1u6]Snippets
Use these snippets to communicate your BYOD policy during the hiring process. Choose the option that best fits your context for job postings, hiring websites, or offer letters and customize it to meet your company’s needs.
[bookmark: _jlj0haor40s0]Job Requirement Snippets
Include this straightforward language in job postings under "What you'll need" or "Requirements.”
Basic Requirements Language
Personal laptop or desktop computer with reliable internet required. Our secure workspace technology protects your privacy—work stays in the secure workspace, and your personal data remains yours.
Emphasis on Privacy
This role requires use of a personal device (laptop or desktop) and a reliable internet connection. We use secure workspace technology that keeps your personal apps, files, and browsing completely separate and private from company data—your employer never has visibility into your personal activity.
Contractor-Focused
Contractors provide their own equipment. We provide a secure work environment that protects both company data and your personal privacy—no device management or visibility into personal use.
[bookmark: _nmlr57lpe2xv]Benefits Snippets
Position BYOD as a benefit by including this language in job postings under "What We Offer" or "Benefits" or on your hiring site.
Basic Benefits Language
Work from your own preferred device. Our security solution protects company data in a secure workspace while keeping your personal files, apps, and browsing completely private and untouched.
Emphasis on Flexibility
We believe you shouldn't need two computers for work and life. Our secure workspace keeps your personal data private while protecting company information—the best of both worlds.
With a One-Time Stipend
Use your own computer for work. Our privacy-first security solution ensures BYOD employees keep complete privacy over their personal data—we never monitor personal activity, apps, or files. We offer a one-time $[XXX] equipment allowance to help with the purchase of a new device or accessories.
[bookmark: _la6boeaf81ly]Candidate FAQs
Use these responses when candidates ask questions about your BYOD policy during the hiring process.
"Can my employer see what I do on my personal device?"
No. Our secure workspace technology creates a complete separation between work and personal use. Your employer can only see activity within the secure workspace—your personal apps, files, browsing, and activity are never visible or accessible.
"What gets installed on my computer?"
You'll install a lightweight application that creates a secure workspace for work. It doesn't monitor your device or personal activity—it simply creates an isolated environment where work happens. Your personal apps and files stay completely separate. You’ll also need to install any desktop apps you will use for work like <examples: Microsoft Word and Zoom>. 
"What happens when I leave the company?"
When you offboard, only the secure workspace and company data are removed. Your personal files, apps, and settings are never touched—your device stays exactly as it was before, minus the workspace.
"What if my computer breaks or gets stolen?"
If you get a new device, you simply reinstall the secure workspace on that device. Because work data lives in a secure workspace, IT can remotely wipe just the work portion without affecting your personal data if needed. 
"Why don't you just provide a work laptop?"
We've found that people work best on devices they're already comfortable with. Our secure workspace lets you use your preferred setup while keeping company data protected without sacrificing your personal privacy.
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